Assignment 8

Due Monday, Nov 27, 06 by 8:00 PM
Add the “new_alumni” php page to the session of the alumni pages found in Lec18_Files. (See how the structure of the database and the table used.) You should have also a log out button that should be displayed only if the new alumni fills out the form correctly. The log out link should be connected to logout_alumni_sessions page that we wrote (see Lec18_Files). Make sure that once the new alumni logs out, the back button will not be used to go back. Also, test for cookies immediately when the user accesses this page (new_alumni). If they are disabled, issue a message saying that and don’t let the user continue.
Also write a forgot_password php page. This file is for users who forgot their passwords. First ask the user to enter his/her username. 
If the user enters a non empty username, check if the username exists in the database. If yes, get the security question the user answered when he/she registered (see the database), display that, and ask the user to answer it. If the user answers it correctly, erase his password, generate a random password for him of length at least 6 using the password generator in Quiz 1, decrypt it using sha1, and store it in the database (in place of the old password), email it (the non-encrypted password) to the user, and display a message to the user informing him/her that the password has been emailed to him/her. On the other hand, if the user enters a wrong answer, display a message saying the answer is wrong, and ask the person to answer the question again. (Later on, I’ll allow only 3 attempts to enter a correct answer to the security question; if the person fails to enter a correct answer after 3 attempts, the account of the person will be disabled.)

If the user enters a wrong username, display a message saying the username is wrong, and ask him/her to enter again. If the user enters an empty username or space, display a message saying the username is empty, and ask him/her to enter again.
